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So let someone show a neurone that is at the source, which would have worked itself, let someone 
indicate a point of action that arose out of nowhere, without external influences, let him show a neurone, 
which suddenly decided to violate all known laws, suddenly sending a signal without preceding this reason... 

Let us be shown the neurone that will be able to do it, the neurobiological basis of free will would 
appear, but so far this has not happened. There is no reason without other reasons. Nothing in the biology 
of our behaviour just happens spontaneously. A whole story is revealed behind each event [1]. 

Any person, whatever their principles, while driving a car that is about to inevitably crash straight into 
a pillar, directs the car to the left in order to get less damage than the person sitting on the right. No matter 
how it seems to us that we are deciding something, any of us with the same parameters and structure of a 
brain gives the same action. If you had the same tumour in the part of the brain responsible for aggression 
as the murderer, who a week ago was a calm family man but killed a child today, you would also commit a 
crime. 

There are many incredibly important research results that are interesting to know. Here is the 
essence of one of them. 

Researchers took more than 5,000 court decisions, that were taken directly at the court session, and 
looked, on what depends, whether the prisoner will be sent ahead of schedule or sent in court to serve a 
full sentence. The only indicator that helped in predicting something is how many hours have passed since 
the judge had eaten. If your case is considered immediately after the lunch break, your chances of early 
release are 60 percent – after two hours they remain 0. The work is rechecked as many times as possible, 
but no errors were found.  

Almost certainly, if you ask the judge to substantiate a deliberate decision: for what reason to release 
this person, and send another to return to prison, they will quote you philosophical works that are read in 
the first year of law faculty or whatever will justify their decision, but no one will think about the blood sugar 
level. 

We make a huge number of decisions without our own knowledge and neuroscience confirms that 
regularly, when we make a deliberate choice, especially when it comes to morality, in fact we have already 
decided everything on the level of emotions a few seconds earlier, and the conscious, reasonable and 
rational part of the brain then just comes up with an explanation, which we ourselves believe. We are 
machines that like to think that something is in control. 
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Natural language processing (NLP) is a subfield of linguistics, computer science, and artificial 
intelligence concerned with the interactions between computers and human language, in particular how to 
program computers to process and analyze large amounts of natural language data. As a result we must 
have a computer capable of "understanding" the contents of documents, including the contextual nuances 
of the language within them. Then the technology can accurately extract information and facts contained in 
the documents as well as categorize and systematize the documents themselves. Challenges in natural 
language processing frequently involve speech recognition, natural language understanding, and natural-
language generation. There are numerous API providers in the chatbot landscape, the majority of them are 
focusing on Natural Language Programming (NLP) and Natural Language Understanding (NLU). They are 
the most important steps to be done as they will be handling the important stage in a conversational 
interface [1]. 

https://youtube.com/playlist?list=PL8YZyma552VcfR6U49IyqClcDfpO65OPp
https://youtube.com/playlist?list=PL8YZyma552VcePhq86dEkohvoTpWPuauk
https://en.wikipedia.org/wiki/Linguistics
https://en.wikipedia.org/wiki/Computer_science
https://en.wikipedia.org/wiki/Artificial_intelligence
https://en.wikipedia.org/wiki/Artificial_intelligence
https://en.wikipedia.org/wiki/Natural_language
https://en.wikipedia.org/wiki/Speech_recognition
https://en.wikipedia.org/wiki/Natural_language_understanding
https://en.wikipedia.org/wiki/Natural-language_generation
https://en.wikipedia.org/wiki/Natural-language_generation


57-я научная конференция аспирантов, магистрантов и студентов БГУИР, 2021 г 

327 

In the artificial intelligence (AI) context, NLP is the overarching discipline that encompasses several 
spheres dealing with the interaction between computer systems and human natural languages. NLP 
includes several sub-disciplines such as discourse analysis, relationship extraction, natural language 
understanding and a few other language analysis areas. 

NLU is a subset of NLP that focuses on reading comprehension and semantic analysis. The 
combination of NLP and NLU technologies is becoming increasingly relevant in different modern software 
areas including bot technologies. While there are many vendors and platforms focused on NLP-NLU 
technologies, such technologies are becoming extremely popular within the bot developer community [2]. 

Recent systems based on machine-learning algorithms have many advantages over hand-produced 
algorithms. The learning procedures used during machine learning automatically focus on the most 
common cases, whereas when writing rules by hand it is often not very obvious where the efforts should 
be directed. Automatic learning procedures can make use of statistical inference algorithms to produce 
models that are robust to unfamiliar input (e.g. containing words or structures that have not been seen 
before) and to erroneous input (e.g. with misspelled words or words accidentally omitted). Usually handling 
such input data with handwritten rules, or creating systems of handwritten rules that make soft decisions, 
is extremely difficult, error-prone and time-consuming. Systems based on automatical rules learning can 
be made more accurate simply by supplying more input data. However, systems based on handwritten 
rules can only be made more accurate by increasing the complexity of the rules and that is a much more 
difficult task. In particular, there is a limit to the complexity of the systems based on handwritten rules 
beyond which the systems become more and more unmanageable. However, generating more input data 
to machine-learning systems simply requires a corresponding increase in the number of man-hours worked, 
generally without significant increases in the complexity of the annotation process. 

Some performed tasks have direct real-world applications, while others more commonly serve as 
subtasks that are used to aid in solving larger tasks. Though natural language processing tasks are closely 
intertwined, they can be subdivided into categories for convenience: text and speech processing, syntactic 
analysis, lexical semantics (of individual words in context) and so on. 
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In the modern world there are many facilities where confidential information is stored, but they also 
have some vulnerabilities, so there are a lot of people who want to steal this information for their own 
benefit. Such people are called black-hat hackers. People who want to get someone else's confidential 
information find some new loopholes every day, so information security technologies are constantly 
developing to counter them. To begin with, it is necessary to find out what information security is in general 
and how it works. 

Information security or InfoSec is the protection of information and all confidential data by eliminating 
security holes and different threats. It monitors information risks and manages them. It usually helps reduce 
an unauthorized access to information, unlawful use of personal data, removing, damaging, copying or 
corrupting it. Information security also provides data encapsulation, which helps reduce the negative impact 
of such intrusions. InfoSec protects information of any type, such as tangible and intangible, electronic and 
physical [1]. The main purpose of information security is to optimize the work with data, provide balanced 
protection of confidentiality, integrity and availability for the user without sacrificing system performance. 

The need to constantly maintain information security may be incomprehensible to an ordinary user. 
And this is the norm, so let's highlight the most basic reasons. The targets of attacks are changing. All 
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